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NEW TERMINALS!

NEW TERMINALS!

BUY!
BUY!

HA!

HA!
HA!

STOP ITNOW!

Mobile ID: Free 
music rewards 
good attendance

Abusive father 
taken away

One number to 
call for complaints 
about indecency

Monitoring child’s 
whereabouts

LAN gaming party 
at local café

Push to talk 
with group of 
close friends

Mobile ID: Disruptive kids 
banned from library

Mobile ID: Sex offender 
banned from playgrounds

Mobile ID: 
Lost child alert

Difficult to escape 
from bullies

Access:
Limited to a publicly-funded service 
for children and young teens, or push 
to talk with people they know

Paying to Play on the Multinet
The market delivers entertainment-led walled gardens and 
standards are enforced through parents’ consumer choices

Access:
Multi-device but limited to entertainment 
network(s) that their family subscribes to

Multiplayer 
online gaming

Meetup arranged 
via in-game chat

Kids in restrictive 
households 
secretly use P2P

Friends not on 
same network 
must use landline

Buying stuff that’s 
not on their 
subscriptions

Kids with less network 
access at home go to 
public places

Media literacy 
lesson

Teacher reports illegal 
content to Ofcom

Children’s Digital Lives: Risk Scenarios to 2014

Watching You Watching Me
Intolerance of risk and nuisances leads to national standards 
of taste and public accountability rather than privacy

Scenarios help us make long-term decisions despite an uncertain future. 
What should we do now to help reduce the risks to children in the future?

Left to Their Own Devices
A proliferation of personal devices leads to distributed 
responsibility and increased sociability and playfulness

Access:
Use mobile devices, with varying degrees of 
security, to share personal content with friends

Closing down 
a spoof site

Identify the producer 
of a spoof site

Street safety 
cameras installed

ICT education 
focused on 
technical skills

Meet up to work on 
the digital curriculum

Mobile ID: Teen can’t 
purchase adult material

Accessing 
celeb fan site

Copycat violence learned 
from gaming and TV

Kids exposed to more in-
programme advertising

Paedophile uploads 
images of child abuse

Pirate broadcast of 
premium programmes

Pay to vote

Family can’t afford 
premium content 
so child uses P2P

Kids who can’t 
access hip network 
channel ostracised

Immersed in digital 
entertainment

Mobile ID: Lost child 
sends alert for help

Stranger danger

Hack IDs and 
pirated content 
available at a price

Police bust 
paedophile network

Amateur porn increases

Kids do stunts 
for website

Personal hate 
site is created

Drops phone with 
unprotected personal 
content on it

Increased 
public chatter

Receives a remix from a 
friend who’s in the library

Teen lies about 
whereabouts with fake 
background sounds

Teen shoplifts 
to help pay off 
mobile debt

Paedophile snaps 
pics for website

Re-purposing files 
from the creative 
and learning archive

Kids swap pics 
and music

Teen maintains journalKaraoke Kid 
is picked on

Mobile devices divide 
attention in class

Police refer collector 
of abusive images 
for treatment

Hacking into 
nearby mobile 
devices

Images of child 
abuse proliferate

Homework downloaded 
from older friend

More harm 
within the home

Unregulated
Networks

Secure Network Commercial Networks

Unregulated
Networks Unregulated

Networks

Mobile ID

Yes mum, I’m at 
piano practice... 
“plink plink plink”

Kid sends picture of 
cake to her mum


